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following receipt of the Lockbox or e-Filed application/petition.
Measure Periodic observation and Validated customer complaints

4.5.17 The contractor shall verify the accuracy of manifests for e-File and Lockbox forms in accordance
with USCIS policies and procedures.

Standard The contractor verifies the accuracy of all the manifests of e-Filed
and Lockbox forms in accordance with the USCIS policies and
procedures.

Measure Periodic observation and Validated customer complaints

4.5.18 The contractor shall ensure that files are "adjudication ready” when they are sent to an adjudication
division within the Center.

Standard The contractor ensures that at least 98% of files forwarded to an
adjudication division for adjudication are correctly assembled,
complete, and all papers correctly fastened to the file in accordance
with USCIS policies and procedures.

Measure Random sampling

4.5.19 The contractor shall pick up, continuously sort, and deliver for internal distribution printouts and
files between mail stops within the Service Center as established by the COTR. The contractor
shall pick up mail, printouts, and files no less than twice daily or as directed by the COTR. Any
piece of mail picked up at a mail stop shall be delivered to the designated mail stop not later than
close of business on the next business day.

Standard All mail picked up at a mail stop is delivered to its designated mail
stop not later than close of business on the next business day.
Measure Periodic observation and Validated customer complaints

4.5.20 The contractor shall provide special internal distribution delivery runs as required by the COTR.

Standard All special mail delivery runs are performed within the time
designated by the COTR.
Measure Validated customer complaints

4.5.21 The contractor shall scan materials no later than close of the third business day following being
received in the Service Center or request from USCIS.

Standard All materials are scanned by the contractor no later than close of
the third business day following being received in the Service
Center or requested from USCIS.

Measure Periodic observation & Validated customer complaints
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4.5.22 The contractor shall photocopy application- and petition-related documents in accordance with
USCIS policies and procedures or as directed by the COTR.

Standard All application and petition related documents are photocopied by
the contractor in accordance with USCIS policies and procedures
or as directed by the COTR.

Measure Periodic observation & Validated customer complaints

4.5.23 The contractor shall generate documents for batch printing as directed by the COTR.

Standard All documents are generated by the contractor for batch printing
as directed by the COTR.
Measure Periodic observation & Validated customer complaints

4.5.24 Note: This task currently only applies to the Nebraska Service Center. The contractor shall
provide travel booklet support including matching consulate notice to booklet, writing applicant's

foreign address on notice, and following proper destruction procedures in accordance with USCIS
policies and procedures.

Standard All travel booklet support (this task is
currently performed only at the NSC) is
provided by the contractor, including
matching consulate notice to booklet, writing
applicant’s foreign address on notice, and
following proper destruction procedures in
accordance with USCIS policies and
procedures.

Measure Periodic observation & Validated customer
complaints

4.5.25 Note: This task currently only applies to the Nebraska Service Center. The contractor shall
update USCIS systems to show travel booklet document is prepared and mailed.

Standard All USCIS systems are updated show that travel booklet
documents have been prepared and mailed.
Measure Periodic observation & Validated customer complaints

4.5.26 Interagency Border Inspection System (IBIS) or Successor Systems:

Background | Systems background checks in IBIS or
successor systems on
applicants/petitioners/beneficiaries for
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immigration benefits will be required for most
of the application receipts. The systems
background check is required on all
applicants, petitioners, beneficiaries and any
derivatives who will receive an immediate
benefit from the applications and petitions.
The review of systems background
information is a critical part of the
adjudicative process. The systems
background check does not need to be
repeated as long as adjudication of the
application or petition occurs within 180
calendar days (or as specified by USCIS) of
the prior systems background check. Systems
background checks are not required on
individuals under the age of 14. All contractor
personnel assigned to the systems background
check task area must have a full field
Background Investigation completed and it
must be current.

USCIS will provide to the contractor a list of
those applications and petitions for which
“hits” are reported from the systems
background check.

4.5.26.1 The contractor shall identify, qualify, and request appropriate accesses for users to IBIS, TECS,
and DACS, or successor systems.

Standard All users - but no more than 15 per Service Center - are identified,
qualified, and have access to IBIS, TECS, and DACS or
successors systems, requested for them by the contractor.

Measure Periodic observation & Validated customer complaints

4.5.26.2 The contractor shall perform systems background checks in accordance with USCIS policies
and procedures.

Standard

All systems background checks are performed by the contractor in
accordance with USCIS policies and procedures.

Measure

Periodic observation & Validated customer complaints

4.5.26.3 The contractor shall identify expired biometrics and schedule biometric appointments in
accordance with USCIS policies and procedures.

Standard

All expired biometrics are identified by the contractor and
biometric appointments are scheduled in accordance with USCIS
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policies and procedures.

Measure

Periodic observation & Validated customer complaints

4.5.26.4 The contractor shall develop processes for the “hit” lists to ensure that the following actions are
completed for IBIS, or analogous actions for successor systems as required:

4.5.26.4.1 The contractor shall conduct an IBIS "individual subject query" (SQ-11) and print the
screen relating to positive IBIS hit records in conformity with instructions contained
in the Standard Operating Procedures (SOP) for IBIS Pull List. Those screen prints

may include RAFACS/NFTS file locations, NCIC, TECS and DAC

S information.

Standard All IBIS individual subject queries (SQ-11) are performed by the
contractor and the screen relating to positive IBIS hit records is
printed, in conformance with instructions contained in the SOP for
IBIS Pull List.: ,

Measure Periodic observation & Validated customer complaints

4.5.26.4.2 The contractor shall match printouts with all relevant files by receipt file numbers, and

by name if necessary, so that all relevant files for a positively identified systems

background check hit can be pulled on a daily basis. The contractor, after matching all
screen prints, shall stamp these screen prints "Law Enforcement Sensitive" and fasten

them to the file in accordance with the ROH.

Standard

All printouts are sorted and matched by receipt file numbers and
by name if necessary by the contractor so that all relevant files for
a positively identified systems background check hit can be pulled
on a daily basis. The contractor, after matching all screen prints
stamps these screen prints, “Law Enforcement Sensitive” and
fastens them to the file in accordance with the ROH.

Measure

Periodic observation & Validated customer complaints

4.5.26.4.3 The contractor shall distribute these screen prints as indicated by their RAFACS/NFTS

location.

Standard All screen prints are distributed by the contractor as indicated by
their RAFACS/NFTS location.
Measure Periodic observation & Validated customer complaints

4.5.26.4.4 The contractor shall take appropriate action when certain remarks appearing on NCIC
and TECS screens call for immediate attention. These remarks are listed in the SOP

for IBIS Pull List, or successor system procedures.

Standard

All appropriate action is taken by the contractor when certain
remarks appearing on NCIC and TECS screens call for immediate
attention. These remarks are listed in the SOP for IBIS Pull List,
Or successor system procedures.
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Measure | Periodic observation & Validated customer complaints |

4.5.26.4.5 The contractor shall direct all files to the triage process in effect in order to resolve all
positive hits.

Standard All files are directed by the contractor to the triage process in
effect.
Measure Periodic observation & Validated customer complaints

4.5.27 IBIS (or Successor System) Alias Search (Optional Requirement)

The contractor shall perform a thorough search of all applications and/or petitions, supporting
documentation, and files for aliases used, as well as lists generated by USCIS and enter all aliases
into the IBIS ALIAS system(s) or successor system.

Standard A thorough search of all applications and/or petitions, supporting
documentation and files for aliases, as well as lists generated by
USCIS is performed by the contractor, and all aliases are entered
into the IBIS system(s) or successor system.

Measure Periodic observation & Validated customer complaints

5.0 SECURITY REQUIREMENTS

5.1 GENERAL

U.S. Citizenship & Immigration Services (USCIS) has determined that performance of this contract
requires that the Contractor, subcontractor(s), vendor(s), etc. (herein known as Contractor), requires
access to classified National Security Information (herein known as classified information). Classified
information is Government information which requires protection in accordance with Executive Order
12958, Classified National Security Information, and supplementing directives.

The Contractor will abide by the requirements set forth in the DD Form 254, Contract Security
Classification Specification, included in the contract, and the National Industrial Security Program
Operating Manual (NISPOM) for the protection of classified information at its cleared facility, if
applicable, as directed by the Defense Security Service. If the Contractor has access to classified
information at a USCIS or other Government Facility, it will abide by the requirements set by the agency.

5.2 SUITABILITY DETERMINATION

USCIS shall have and exercise full control over granting, denying, withholding or terminating access of
unescorted Contractor employees to government facilities and/or access of Contractor employees to
sensitive but unclassified information, based upon the results of a background investigation. USCIS may,
as it deems appropriate, authorize and make a favorable entry on duty (EOD) decision based on
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preliminary security checks. The favorable EOD decision would allow the employees to commence work
temporarily prior to the completion of the full investigation. The granting of a favorable EOD decision
shall not be considered as assurance that a full employment suitability authorization will follow as a
result thereof. The granting of a favorable EOD decision or a full employment suitability determination
shall in no way prevent, preclude, or bar the withdrawal or termination of any such access by USCIS, at
any time during the term of the contract. No employee of the Contractor shall be allowed unescorted
access to a Government facility without a favorable EOD decision or suitability determination by the
Office of Security & Investigations (OSI).

5.3 BACKGROUND INVESTIGATIONS

Contract employees (to include applicants, temporaries, part-time and replacement employees) under the
contract, needing access to sensitive but unclassified information, shall undergo a position sensitivity
analysis based on the duties, outlined in the Position Designation Determination (PDD) for Contractor
Personnel, each individual will perform on the contract. The results of the position sensitivity analysis
shall identify the appropriate background investigation to be conducted. All background investigations
will be processed through OSI. Prospective Contractor employees shall submit the following completed
forms to OSI through the COTR no less than 30 days before the starting date of the contract or 30 days
prior to entry on duty of any employees, whether a replacement, addition, subcontractor employee, or
vendor:

1. Standard Form 85P, “Questionnaire for Public Tnist Positions”

2. DHS Form 11000-6, “Conditional Access to Sensitive But Unclassified Information Non-
Disclosure Agreement”

3. FD Form 258, “Fingerprint Card” (2 copies)

4, Form DHS-11000-9, “Disclosure and Authorization Pertaining to Consumer Reports
Pursuant to the Fair Credit Reporting Act”

5. Position Designation Determination for Contract Personnel Form

6. Foreign National Relatives or Associates Statement

Required forms will be provided by USCIS at the time of award of the contract. Only complete packages
will be accepted by OSI. Specific instructions on submission of packages will be provided upon award of
the contract.

National Security Clearances (NSC) granted by DSS will be accepted by USCIS for access to sensitive
but unclassified information. In lieu of security paperwork OSI will accept a Visit Authorization Request
(VAR) for a contract employee with an active NSC granted within the last five years and an adequate
background investigation completed within the last five years. In addition to the VAR a Personal Data
Form (PDF) and cover sheet must be submitted to the COTR.

Be advised that unless an applicant requiring access to sensitive but unclassified information has resided
in the US for three of the past five years, OSI may not be able to complete a satisfactory background
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investigation. In such cases, USCIS retains the right to deem an applicant as ineligible due to insufficient
background information.

The use of Non-U.S. citizens, including Lawful Permanent Residents (LPRs), is not permitted in the
performance of this contract. USCIS will consider only U.S. Citizens for employment on this contract.
By signing this contract, the contractor agrees to this restriction.

5.4 EMPLOYMENT ELIGIBILITY

The Contractor must agree that each employee working on this contract will have a Social Security Card
issued and approved by the Social Security Administration. The Contractor shall be responsible to
USCIS for acts and omissions of his own employees and for any Subcontractor(s) and their employees to
include financial responsibility for all damage or injury to persons or property resulting from the acts or
omissions of the contractor's employees.

Subject to existing law, regulations and/ or other provisions of this contract, illegal or undocumented
aliens will not be employed by the Contractor, or with this contract. The Contractor will ensure that this
provision is expressly incorporated into any and all Subcontracts or subordinate agreements issued in
support of this contract.

5.5 CONTINUED ELIGIBILITY

If a prospective employee is found to be ineligible for access to USCIS facilities or information, the
COTR will advise the Contractor that the employee shall not continue to work or to be assigned to work
under the contract.

The Security Office may require drug screening for probable cause at any time and/ or when the
contractor independently identifies, circumstances where probable cause exists.

USCIS reserves the right and prerogative to deny and/ or restrict the facility and information access of
any Contractor employee whose actions are in conflict with the standards of conduct, 5 CFR 2635 and 5
CFR 3801, or whom USCIS determines to present a risk of compromising sensitive but unclassified
information to which he or she would have access under this contract.

The Contractor will report any adverse information coming to their attention concerning contract
employees under the contract to USCIS OSI. The subsequent termination of employment of an employee
does not obviate the requirement to submit this report. The report shall include the employees’ name and
social security number, along with the adverse information being reported.

OSI must be notified of all terminations/ resignations within five days of occurrence. The Contractor will
return any expired USCIS issued identification cards and building passes, or those of terminated
employees to the COTR. If an identification card or building pass is not available to be returned, a report
must be submitted to the COTR, referencing the pass or card number, name of individual to whom
issued, the last known location and disposition of the pass or card.
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5.6 SECURITY MANAGEMENT

The Contractor shall appoint a senior official to act as the Corporate Security Officer. The individual will
interface with the Security Office through the COTR on all security matters, to include physical,
personnel, and protection of all Government information and data accessed by the Contractor.

The COTR and the Security Office shall have the right to inspect the procedures, methods, and facilities
utilized by the Contractor in complying with the security requirements under this contract. Should the
COTR determine that the Contractor is not complying with the security requirements of this contract, the

Contractor will be informed in writing by the Contracting Officer of the proper action to be taken in order
to effect compliance with such requirements.

5.7 COMPUTER AND TELECOMMUNICATIONS SECURITY REQUIREMENTS
5.7.1 Security Program Background

The DHS has established a department wide IT security program based on the following Executive
Orders (EO), public laws, and national policy:

* Public Law 107-296, Homeland Security Act of 2002,

* Federal Information Security Management Act (FISMA) of 2002, November 25, 2002.

* Public Law 104-106, Clinger-Cohen Act of 1996 [formerly, Information Technology Management
Reform Act ITMRA)], February 10, 1996.

* Privacy Act of 1974, As Amended. 5 United States Code (U.S.C.) 552a, Public Law 93-579,
Washington, D.C., July 14, 1987.

* Executive Order 12829, National Industrial Security Program, January 6, 1993.

* Executive Order 12958, Classified National Security Information, as amended.

* Executive Order 12968, Access to Classified Information, August 2, 1995.

* Executive Order 13231, Critical Infrastructure Protection in the Information Age, October 16, 2001 .»
National Industrial Security Program Operating Manual (NISPOM), February 2001.

DHS Sensitive Systems Policy Publication 43004 v2.1, July 26, 2004

DHS National Security Systems Policy Publication 43008 v2.1, July 26, 2004

* Homeland Security Presidential Directive 7, Critical Infrastructure Identification,

Prioritization, and Protection, December 17, 2003.

» Office of Management and Budget (OMB) Circular A-130, Management of Federal

Information Resources.

* National Security Directive (NSD) 42, National Policy for the Security of National Security
Telecommunications and Information Systems (U), July 5, 1990, CONFIDENTIAL.

* 5 Code of Federal Regulations (CFR) §2635, Office of Government Ethics, Standards of Ethical
Conduct for Employees of the Executive Branch.

* DHS SCG 08-002 (IT), National Security IT Systems Certification & Accreditation, March 2004.
* Department of State 12 Foreign Affairs Manual (FAM) 600, Information Security

Technology, June 22, 2000.

* Department of State 12 FAM 500, Information Security, October 1, 1999.

* Executive Order 12472, Assignment of National Security and Emergency Preparedness
Telecommunications Functions, dated April 3, 1984.

* Presidential Decision Directive 67, Enduring Constitutional Government and Continuity of Government
Operations, dated October 21, 1998.
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* FEMA Federal Preparedness Circular 65, Federal Executive Branch Continuity of Operations (COOP),
dated July 26, 1999.

* FEMA Federal Preparedness Circular 66, Test, Training and Exercise (TT&E) for Continuity of
Operations (COOP), dated April 30, 2001.

* FEMA Federal Preparedness Circular 67, Acquisition of Alternate Facilities for Continuity of
Operations, dated April 30, 2001.

* Title 36 Code of Federal Regulations 1236, Management of Vital Records, revised as of July 1, 2000.

* National Institute of Standards and Technology (NIST) Special Publications for computer security and
FISMA compliance.

5.7.2 GENERAL

Due to the sensitive nature of USCIS information, the contractor is required to develop and maintain a
comprehensive Computer and Telecommunications Security Program to address the integrity,
confidentiality, and availability of sensitive but unclassified (SBU) information during collection,
storage, transmission, and disposal. The contractor’s security program shall adhere to the requirements
set forth in the DHS Management Directive 4300 IT Systems Security Pub Volume 1 Part A and DHS
Management Directive 4300 IT Systems Security Pub Volume I Part B. This shall include conformance
with the DHS Sensitive Systems Handbook, DHS Management Directive 11042 Safeguarding Sensitive
but Unclassified (For Official Use Only) Information and other DHS or USCIS guidelines and directives
regarding information security requirements. The contractor shall establish a working relationship with
the USCIS IT Security Office, headed by the Information Systems Security Program Manager (ISSM).

5.7.3 1T SECURITY IN THE SYSTEMS DEVELOPMENT LIFE CYCLE (SDLC)

The USCIS SDLC Manual documents all system activities required for the development, operation, and
disposition of IT security systems. Required systems analysis, deliverables, and security activities are
identified in the SDLC manual by lifecycle phase. The contractor shall assist the appropriate USCIS
ISSO with development and completion of all SDLC activities and deliverables contained in the SDLC.
The SDLC is supplemented with information from DHS and USCIS Policies and procedures as well as
the National Institute of Standards Special Procedures related to computer security and FISMA
compliance. These activities include development of the following documents:

* Sensitive System Security Plan (SSSP): This is the primary reference that describes system
sensitivity, criticality, security controls, policies, and procedures. The SSSP shall be based upon
the completion of the DHS FIPS 199 workbook to categorize the system of application and
completion of the RMS Questionnaire. The SSSP shall be completed as part of the System or
Release Definition Process in the SDLC and shall not be waived or tailored.

» Privacy Impact Assessment (PIA) and System of Records Notification (SORN). For each new
development activity, each incremental system update, or system recertification, a PIA and SORN
shall be evaluated. If the system (or modification) triggers a PIA the contractor shall support the
development of PIA and SORN as required. The Privacy Act of 1974 requires the PIA and shall
be part of the SDLC process performed at either System or Release Definition.

» Contingency Plan (CP): This plan describes the steps to be taken to ensure that an automated
system or facility can be recovered from service disruptions in the event of emergencies and/or
disasters. The Contractor shall support annual contingency plan testing and shall provide a
Contingency Plan Test Results Report.
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o Security Test and Evaluation (ST&E): This document evaluates each security control and
countermeasure to verify operation in the manner intended. Test parameters are established based
on results of the RA. An ST&E shall be conducted for each Major Application and each General
Support System as part of the certification process. The Contractor shall support this process.

e Risk Assessment (RA): This document identifies threats and vulnerabilities, assesses the impacts
of the threats, evaluates in-place countermeasures, and identifies additional countermeasures
necessary to ensure an acceptable level of security. The RA shall be completed after completing
the NIST 800-53 evaluation, Contingency Plan Testing, and the ST&E. Identified weakness shall
be documented in a Plan of Action and Milestone (POA&M) in the USCIS Trusted Agent FISMA
(TAF) tool. Each POA&M entry shall identify the cost of mitigating the weakness and the
schedule for mitigating the weakness, as well as a POC for the mitigation efforts.

o Certification and Accreditation (C&A): This program establishes the extent to which a particular
design and implementation of an autornated system and the facilities housing that system meet a
specified set of security requirements, based on the RA of security features and other technical
requirements (certification), and the management authorization and approval of a system to
process sensitive but unclassified information (accreditation). As appropriate the Contractor shall
be granted access to the USCIS TAF and Risk Management System (RMS) tools to support C& A
and its annual assessment requirements. Annual assessment activities shall include completion of
the NIST 800-26 Self Assessment in TAF, annual review of user accounts, and annual review of
the FIPS categorization. C&A status shall be reviewed for each incremental system update and a
new full C&A process completed when a major system revision is anticipated.

5.7.4 SECURITY ASSURANCES

DHS Management Directive 4300 requires compliance with standards set forth by NIST, for evaluating
computer systems used for processing SBU information. The Contractor shall ensure that requirements
are allocated in the functional requirements and system design documents to security requirements are
based on the DHS policy, NIST standards and applicable legislation and regulatory requirements.
Systems shall offer the following visible security features:

e User Identification and Authentication (I1&4) ~ 1&A is the process of telling a system the identity
of a subject (for example, a user) (/) and providing that the subject is who it claims to be (4).
Systems shall be designed so that the identity of each user shall be established prior to authorizing
system access, each system user shall have his/her own user ID and password, and each user is
authenticated before access is permitted. All system and database administrative users shall have
strong authentication, with passwords that shall conform to established DHS standards. All
USCIS Identification and Authentication shall be done using the Password Issuance Control
System (PICS) or its successor. Under no circumstances will Identification and Authentication be
performed by other than the USCIS standard system in use at the time of a systems development.

e Discretionary Access Control (DAC) — DAC is a DHS access policy that restricts access to system
objects (for example, files, directories, devices) based on the identity of the users and/or groups to
which they belong. All system files shall be protected by a secondary access control measure.

e Object Reuse — Object Reuse is the reassignment to a subject (for example, user) of a medium that
previously contained an object (for example, file). Systems that use memory to temporarily store
user I&A information and any other SBU information shall be cleared before reallocation.

o Audit — DHS systems shall provide facilities for transaction auditing, which is the examination of
a set of chronological records that provide evidence of system and user activity. Evidence of
active review of audit logs shall be provided to the USCIS IT Security Office on a monthly basis,
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identifying all security findings including failed log in attempts, attempts to access restricted
information, and password change activity.

* Banner Pages — DHS systems shall provide appropriate security banners at start up identifying the
system or application as being a Government asset and subject to government laws and

regulations. This requirement does not apply to public facing internet pages, but shall apply to
intranet applications.

5.7.5 DATA SECURITY

SBU systems shall be protected from unauthorized access, modification, and denial of service. The
Contractor shall ensure that all aspects of data security requirements (i.e., confidentiality, integrity, and
availability) are included in the functional requirements and system design, and ensure that they meet the
minimum requirements as set forth in the DHS Sensitive Systems Handbook and USCIS policies and
procedures. These requirements include:

* Integrity — The computer systems used for processing SBU shall have data integrity controls to
ensure that data is not modified (intentionally or unintentionally) or repudiated by either the
sender or the receiver of the information. A risk analysis and vulnerability assessment shall be
performed ta determine what type of data integrity controls (e.g., cyclical redundancy checks,
message authentication codes, security hash functions, and digital signatures, etc.) shall be used.

. Conﬁdentiality — Controls shall be included to ensure that SBU information collected, stored, and
transmitted by the system is protected against compromise. A risk analysis and vulnerability
assessment shall be performed to determine if threats to the SBU exist. If it exists, data
encryption shall be used to mitigate such threats.

* Availability — Controls shall be included to ensure that the system is continuously working and all
services are fully available within a timeframe commensurate with the availability needs of the
user community and the criticality of the information processed.

* Data Labeling. - The contractor shall ensure that documents and media are labeled consistent
with the DHS Sensitive Systems Handbook.
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6.0 DELIVERABLES
6.1 Monthly Records Operation Workload Activity Report (G-23)

Background: The purpose of the report is for preservation of the agency’s historical records,
management of electronic files, life cycle of paper files, data entries, fee and mail processing, oversight
and evaluation of contracted services, certification of records and verification of information from those
records; in other words, for statistical purposes reported in the Performance Analysis System (PAS). This
is the official reporting system for the USCIS. The Report captures figures and data from both
Government and contractor operations. All reported data must be performed in accordance with
Department of Treasury guidelines, the Records Operation Handbook (ROH), and USCIS policies and
procedures.

The Monthly Records Operations Workload Activity Report shall include statistical workload and
production data for a month’s operation. It shall describe the status of any new or ongoing problems
during the month and efforts towards their resolution. The contractor shall develop procedures to
consolidate the G-23 data from the Service Centers and report the results on a consolidated monthly
report to the COTR. The contractor will include a summary narrative to explain trends, backlogs,
problems, and proposed/implemented solutions.

Each monthly report will reflect the counts and totals for the current month. Each category will show
the counts and totals (as applicable) for the following:

Pending Beginning of Period
Completed

Pending End of Period
Received

The G-23 categories include:

6.1.1 Files Created
A-Files Created

T-Files Created
Receipt Files Created
6.1.2 File Movement

6.1.3  File Requests
- File Requests — Routine

Page 46 of 103

262




U. 8. Citizenship and Service Center Operations Support Services
Immigration Services Performance Work Statement

HSSCCG-07-D-00005

6.14

6.1.9

6.1.10

6.1.11

6.1.12

6.1.13

6.1.14

6.1.15

6.1.16

File Requests — Expedited

Interaction with the FRC -
Retire Files

Request a Retired File
Fee Processing

Data Entry
Perform Reconciliation of CIS Data

Record Certifications - N/A

Mail Processing
Process Special Handling Incoming Mail

Process Incoming Mail

Process Special Handling Outgoing Mail
Process Outgoing Mail

Routing and Delivering Mail

Mail Processing (Prior to FY 2002) - N/A

Searches
Routine Searches

Lost File Circular Searches
Report Reconciliation

Searches (Prior to FY 2002) - N/A
Inter-filing

Unite Related Files

File Audit Process

Maintain File Jackets

Total Direct Hours - N/A

6.1.17 Administration of Records Hours - N/A
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6.1.18 Total Indirect Hours - N/A

6.1.19 Overhead Hours - N/A
6.1.20 Overtime - N/A
6.1.21 Grand Total Records Program Hours - N/A
6.1.22 Non-Records Detail Hours - N/A
6.1.23 Hours Gained from Other Programs - N/A
6.1.24 AR-11 Forms Received
6.1.25 Staff on Board - N/A

6.2 Daily Workload Activity Report.

The Daily Activity Report shall include the same information and be in the format shown in Figure 1

below. The report shall be submitted electronically to the COTR no later than close of business on the
next business day following the reported day.
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Daily (Weekly or Monthly) Report for:

Beginning Pending Current Oldest Pending
Process/Form Pending | Received| Processed Adjust Pending Pending Value

Mail Operations

Incoming Mail-Regular Handling
Incoming Mail-Special Handling
Administrative Mail-Front Office Mail
Other Mail - Case Related

Outgoing Mai-Regular Handling
Outgoing Mail-Special Handling

SubTotal:

Data Collection Operations
Fingerprint Fee

AR-11

Booklet Support

Consulate Retums

Corr - Legal G-639
EQIR-29

FD-258 (Dead Scanning)
SNAP Scheduling

G-625 (PONDS) - # of Entrys
I-102

1-129

1-907/1-128 (Premium})

1-129 (H1B)

I-129 (E-Filing)

1-907/1-129 Premium (E-Filing)
1-129F

1-1298

11298 (EFiing) _

-130
1131

1-131 (Cuban)
1131 (E.8)
1-131 {Indochina)

1-131 (E-Filing)

1-131 Photo Scan
I-140
1-907/1-140 (Premium)

I-140 (E-Filing) _
1-90711-140 Premium (E-Filing)

1129 Total

1-131 Total

1140 Total

1-181 Copy 3
1-192

1212

1-290B

1-360

1-407

1-485

1-485 (Asylum)
1485 (Cuban)
1-485 (DED Haitian)
1-485 (E.B)
1-485 {Family)
1-485 (Indochina)
1-485 (Refugee)
I-485 (ECIR)

1-485 Total
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Daily (Weekly or Monthly) Report for:

Beginning Pending Current Oldest Pending
Process/Form Pending | Received| Processed Adjust Pending Pending Value

1-512L

1-526

1-539

I-539(E-Filing)

1-589

1-589 (EOIR)

1-601

1-612/USIA

1-687

1-690

1-694

1-688

1-724

-730

1-761 (GUI ICF)
1-751 (MFAS)

1-765

1-765 (Asylum)

I-785 {Cuban)

1-765 (DED Haitian)
I-765 (E.B.)

1-765 (Family)

I-765 {Indochina)
I-765 (NACARA)
I-765 (Refugee)
1-765 (Port of Entry)
}-765 (TPS) Burundi
1-765 (TPS) El Salvador
1-765 (TPS) Liberia
|-765 (TPS) Mitch
)-765 (TPS) Nicaragua
1-765 (TPS) Somalia
1-785 (TPS) Sudan
1-765 (E-Filing)
1-765 (Auto Adjudicate)

1-765 Total

1-817

1-821

1-821 (TPS) Burundi
1-821 (TPS) El Salvador
1-821 (TPS) Liberia
1-821 (TPS) Mitch

1-821 (TPS) Nicaragua
I-821 (TPS) Somalia
1-821 (TPS) Sudan
I-821 (E-Filing)

1-821 Total
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Daily (Weekly or Monthly) Report for:

Beginning Pending Current Oldest Pending
Process/Form Pending | Received Processed Adjust Pending Pending Value

1-824

1-824 (Auto Adjudicate)
1-829

1-864

1-865

1-881

1-89 & i-181

-89 & 1-485

-89 & 1-687

1-89 & 1-751

1-89 & 1-765

)-89 & |-817

1-89 & 1-817

1-89 & 1-90

1-89 & IV (OS-551A)
1-89 (Only)

i-90 (Claims)

i-90 (Legal/SAW)

i-90 (Renewal)

1-905

1-907 (1-129 Upgrade)
1-807 (1-140 Upgrade)
1-907 (E-Filing) - 1-129 Upgrade
1-907 (E-Filing) - 1-140 Upgrade

1-907 Total

1-914

I-814A

Motions

N-400

N-400 (Military)

N-400 Oid

N-470

N-565

N-600

N-644

OS-551A

DS-230

1-14011-485 Concurrent Filing
1-140 Concurrent Count
1-140 Standalone Count
1-485 Concurrent Count
1-485 Subsequently Filed Count
Rejects (Claims)

SubTotal;
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Process/Form

Beginning

Pending

Pending | Received Processed Adjust

Current
Pending

Oidest
Pending

File Operations

Returned Mail - Address Changes

Other Address Changes

A-File Creates I-129F

A-File Creates 1-130

A-File Creates 1-140

A-File Creates 1-360

A-File Creates I-730

A-File Creates I-817

VISA Packets

A-File Creates Other

CIS Corrections

Connects - FD-258 Idents {Rap Sheets)

Connects - I-89

Connects - 1-508

Connects - RFE

Consolidations

Consulate Returns

Data/Scan Fraud Case Files

Files Audited

Files Requested From FRG

Files Retired to FRC

File Transfer Request - A-F iles

File Transfer Request - R-Files

FOIA Request

FTCs Received

Hold Shelf-HBG

Hold Shek-NRC

1-130 Approval

1-140 A-Number Update

iBIS

Interfiling

Internai File Requests - Expedited

Internal File Requests - Routine

IV RAFACS/NFTS Updates

Maintain File Jackets

Photacopy

Refiles

Report Reconciliation

Scan & Email

Screenprints

Searches - Routine

Searches - Lost File Circular

Searches - Manual Search Requests

Shelf Re-organization

Special File Pulls

Special File Sorts

T-File Creates

Transferred-A/T File(F Tl)(RAFACSINFTS)~Expedited

Transferred-A/T File(FTl)(RAFACSINFTS) - Routine

Transferred-R File(RAFACS/NFT S) - Expedited

Transferred-R File(RAFACSINFTS) - Routine

SubTotal;
[ Total Pending Value]| ]
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3 Weekly Workload Activity Report

5 Annual Workload Activity Report

The Annual Workload Activity Report shall be formatted and include the same information as the daily, weekly, and

snthly reports. The contractor shall include a Summary narrative to explain annual trends, backlogs, problems, and
dposed/implemented solutions. The report shall be submitted electronically to the COTR no later than close of busines:
-the tenth business day of the followi g fiscal year and contract year.

5 Program Status Report

The contractor shall prepare and submit a contractor’s Progress, Status, and Management Report. This report shall be
juired monthly and shail discuss, at a minimum, the following items:

Major contract changes affecting delivery of services:
Contract Expenditures

Problems in delivery of services
Corrective actions

Any new procedures being considered
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A summary of the ongoing support that shall include:

Statistical data on volume of mail, applications, and records processed and any difficulty or delays in meeting
milestones.

The contractor’s analysis of the success of the overall management of the program,.

Recommendations to refine the program.

The report shall be submitted to the Contracting Officer and the COTR on compact disc in Microsoft Office 2000
software.

tandard Reports are submitted within 10 business days following the end of
the required reporting period.
leasure Contractor submits in format specified with transmittal letter

5.7 Report of Accident, Theft, or Robbery

T'he contractor shall report each incident as soon as discovered to the COTR and provide a written report to the COTR
and CO no later than the close of business on the next business day. Continuous status of the incident from inception
hrough resolution shall be provided on request of the COTR.

5.8 Postage Transaction Report

5.9 Overnight Courier Report

T'he contractor shall prepare a monthly report to the Service Center COTR on the amount spent for overnight courier
services due no later than the first business day of each month for the previous month.

5.10 Daily Deposit Report

T'he contractor shall generate and deliver daily deposit reports to the Service Center COTR by close of the business day
n accordance with Department of Treasury and USCIS policies and procedures.

5.11 Cost/Schedule Status Report (C/SSR)

A Cost/Schedule Status Report (C/SSR) is required for this contract. The C/SSR is applicable to File Operations,
CLIN 0004 only. The C/SSR shall be prepared in accordance with Data Item Description DI-MGMT-81467 and
lelivered monthly to the Contracting Officer and Contracting Officer's Technical Representative. Data Item
Descriptions are attached at Section J to the contract.
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312 Contract Funds Status Report (CFSR)

A Contract Funds Status Report (CFSR) is required for this contract. The CFSR is applicable to File Operations, CLIN 0004
only. The CFSR shall be prepared in accordance with Data Item Description DI-MGMT-81468 and delivered monthly to the
ontracting Officer and Contracting Officer's Technical Representative. Data Item Descriptions are attached at Section J of

he contract.

>.13 Work Breakdown Structure (WBS)

A Work Breakdown Structure (WBS) shall be provided with the proposal and the negotiated WBS shall be
incorporated into the contract. The WBS shall be updated by the contractor as required. The WBS shall be prepared in
accordance with the format prescribed in Data Item Description DI-MGMT-81334A.

1.0_ATTACHMENTS
Attachment 7.1 - Performance Requirements Summary
[ntroduction

The USCIS has specified performance standards in each task area related to processes that USCIS believes are critical to
successful performance of the Direct Mail Program. These requirements and their associated performance standards define the
vork to be performed, although these may change over time. The USCIS established these performance requirements and
1ssociated standards after careful analysis of current operations based on historical performances against similar established
standards. The USCIS will be using disincentives in certain cases when contractor performance does not meet the established
ninimum performance as established in the performance requirements.

f the contractor fails to achieve the minimum quality standard in one or more of the performance requirements, the USCIS may
10tify the contractor and require 100% re-inspection of any affected work in process and the correction of non-conforming
rroduct. As stated earlier, the contractor may then be assessed a deduction (see attachment 7.2). The performance requirements
wre summarized below as well as in the Performance Work Statement.

The USCIS Service Center Quality Acceptance Surveillance Procedures

lhe Quality Acceptance Surveillance Procedures involve all planned and systematic actions necessary to provide adequate

Juality Acceptance Surveillance is the activity the Government utilizes to monitor the in-process product quality, based upon the
yutcome of attribute inspection of product units. Quality Acceptance Surveillance is primarily conducted by the Contract
Yerformance Analysis Unit (CPAU), an organization staffed by functionally qualified and trained personnel who are involved in
he ongoing monitoring of the contractor’s product quality.

Attachment 7.1 Performance Requirements Summary in addition to attachment 7.2, Deduction Schedule outlines the performance
itandards (i.e., selected service outputs of the contract) to be monitored and evaluated by USCIS to ensure that in-process product
Juality remains fully acceptable. The standard for each performance requirement is the minimum acceptable level of performance
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